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Abstract: Traffic Congestion is main problem in current traffic system and there are many other 
traffic issues that desirable to be defeat. VANET have the basis three aspects and it has been defined 
including Confidentiality, veracity and accessibility. The main problem is the securities how 
overcome the chances of data outflow, insecure interface, information gathering and sharing. The 
purpose of the research to analysis of traffic congestion that is related to availability of VANET 
resource in VANET environment and how can one determine which route has the least amount of 
traffic among many roads with heavy congestion, and also difficult task to use modern techniques 
are utilized for identifying the amount of vehicles on the roads. Now a days, forecasting traffic 
congestion is essential for modern life and travel. As infrastructure is advancing, many nations are 
dealing with the issue. To combat this, researchers have used Artificial Intelligence and VANNET 
Techniques to create various models to overcome the traffic problems. We have adopted the most 
recent technique, as it is much quicker in providing optimal outcomes.  
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1. Introduction 

In recent years, there has been a sharp rise in the number of cars on the roads. Due to exponential 
growth in vehicles on roads and population growth in the world, roads are becoming increasingly con-
gested, air pollution is rising, and accidents are increasing. In the past decade, global vehicle production 
has grown exponentially. In any particular area, traffic density is a measure of the number of vehicles on 
the road. Various high-quality images of roads, signals, and parking can be used to determine traffic den-
sity. It can also be calculated through Satellite-based methods. The advantages of these methods, as com-
pared to the customary use of ground sensors for video and image surveillance, are numerous. No sensors 
or cameras need to be installed or maintained, and VANET imagery can cover large areas, giving an ex-
tensive overview of the traffic conditions of a city or suburb [2]. When it comes to analyzing traffic videos 
from many CCTV cameras in real time, it is quite challenging [3].We have chosen to gather our own distinct 
data set, so we are including photographs in it and using the VANET technique to figure out which roads 
have more traffic in the given data set. It will further be beneficial to detect the traffic density for Travelling, 
so that an individual can figure out if it is the best route to take before start travelling which the best way 
for travel. VANET technology use to communicate between traffic and vehicles. Thus, communication be-
tween nodes in VANET can be categorized as V2V, V2R, or V2I. 

Vehicle ad hoc network, Vehicles function as nodes in this network, and they interact with one another 
with the aid of roadside units, or RSUs. This network is the core component of the intelligent traffic system 
ITS. The research in VANET is opening way for new security application for vehicles. The main goal of 
this VANET technology is to reduce road accidents and making the roads safe for the drivers VANET can 
use to detect the best traffic route and for the travelers. 

 Through VANET we can nearly solve all different kind of traffic issue these things are discussed in 
detail in safety application of VANET.VANET technology is rapidly growing and each and every day more 
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and more work is going on this field to make it more better and to get more precise result it’s a great 
challenge for the VANET application to handle such fast moving traffic with such accuracy [1]. The traffic 
of the modern world is very difficult to tackle the vehicle on the road changes their position and direction 
so rapidly that it is almost impossible to capture their current position and location but VANET is capable 
enough to handle this matter. Besides this property VANET has some extra ordinary set of properties 
which make it unique in the list of other networks such as dispersed correspondence, no restriction of 
network size, self-dependent and associativity because of these capabilities of VANET there are hundreds 
of projects that are based upon VANET globally some of the most famous are COMCAR, Car TALK 2000, 
Carnet DRIVE, Fleet Net and NOW (Network on Wheels) etc. 

The rest of the section of the paper is structured as follows: Related work mention in section II, along 
with VANET Previous work. Additionally, section III compares the VANET and MANET examines class 
one's benefits and weaknesses. Section III is similar to Section II. In Section IV, we will discuss the Charac-
teristics of VANET. The Section V define the types of Communication of the VANET. Section VI describe 
the Application of Vehicle Ad Hoc network. In section VII show different categories of routing protocols. 
In section VIII briefly discuss about the comparison of excessive-speed Wi-Fi communique technology for 
vehicular networks. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Figure 1. Architecture of VANET 
2. Related Literature  

The issue of road congestion has been tackled by a number of researchers in an incredible way to 
propose remedies. By means of [2], a street congestion detecting technique is suggested. This device com-
bines V2V and V2I communications, making it hybrid. The programme uses techniques and data analysis 
to comprehend website traffic bottlenecks and eventually teach the automobiles to make practical direc-
tional changes. The Cassandra algorithm is used in the development of the machine. The utilisation of 
OMnet++ and SUMO simulators has been investigated and tested thus far. The authors of [3] offered a 
solution to lessen the congestion caused by site visitors on city transit. Cities are divided into two classes 
of regions: crowded and uncrowded. When deciding which path to take in order to reach the unrestricted 
zone, the vehicles are able to differentiate between the zones in accordance with their trips. Daniel et al. [4] 
developed a model that is focused on the environmentally friendly usage of vehicle records in near real 
time. The technique used to calculate the car density on a particular avenue serves as the foundation for 
this model. The technique of [5] is suggested as a means of choosing safe trajectories for autonomous vehi-
cles. The specified paths can be chosen thanks to the factual treatment of real-life injuries through extensive 
record mining. The only human interaction involved in this procedure is using the options at the start of 
the trip. A multi-level records fusion technique is presented in [6] to address roadway congestion in a 
VANET community. Dempster Shafer proof reasoning (D-SEMA) and class-primarily based totally records 
fusion fuzzy (FCMA) are combined. In order to identify site visitor congestion occurrences, FCMA extracts 
the desired features from the D-SEMA mechanism. One of its strong points is that the treatment eventually 
saves bandwidth. In conclusion, the majority of methods and strategies discussed rely on how various 
network additives—such as cars and RSUs—interact with one another in order to identify congestion. 
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Furthermore, location data is not well utilized. Our technique enables us to use big data equipment to 
address a significant portion of these information.  This remedy's objective is to identify the busiest routes 
and peak hours in order to eventually develop a very quick and efficient unblocking strategy that is entirely 
dependent on the features of less crowded routes, Batch, and real-time data. Define data quality, data con-
sistency, gather all available data records, and gather associated data in the third, fourth, and fifth vs. 
 
3. Comparison of VANET VS MANET 

A cell ad-hoc network (MANET) is a facts network suitable for voice, data and video visitors. The 
community is advert-hoc as it is not reliant on any pre-present infrastructure. Statistics traverses the net-
work via 'hopping' from one community node to every other till it reaches its vacation spot. Some of the 
famous of applications of MANET are VANET, personal area networking and applications like crisis man-
agement. In the upcoming years VANET become the most important research topic because of its unordi-
nary features. In VANET the traffic will act like the nodes and this network handle the communication 
between these nodes. This chapter will discuss the VANET in detail see the diagram below which explain 
the communication between the nodes.  

Numerous routing protocols have been proposed for use in the active study areas of MANET and 
VANET. Every node in a MANET functions as both a router and a number, and they are connected by 
wireless channels. Vehicle ad hoc networks are one of the MANET's current states of affairs. In VANET 
communication, effective routing protocols are required. It is difficult to design a green routing protocol 
for automobiles due to the constantly shifting community topology and frequent disconnection; two pos-
sible types of VANETs are V2V (vehicle to vehicle) and V2RSU (vehicle to road aspect Unit). VANET is 
one of the regions where the development of intelligent transport systems (ITS) that can ensure both pas-
senger and road safety is impacted by the frequent accidents that occur there. 

 
 
 
 
 
 
 
 
 
 

 
Figure 2. MANET system 

4. Challenges of VANET 
A VANET is an enhanced mobile network instantiation [6]. For network management and message 

routing, MANET uses normal nodes rather than a permanent infrastructure. However, there won't be any 
restrictions for experimental vehicle networks. Quick speed, mobility restrictions, and driver behavior are 
what set VANETs apart. The way judgments are constructed in these networks is greatly influenced by 
these features. Consequently, there are a lot of problems in the inter-vehicle communication arena that 
need to be fixed [7,8]. 
4.1 Node Speed 

The expected knot VANET mobility is significantly influenced by speed. In this illustration, the nodes 
are either cars or roadside units (RSUs). When an RSU is not in use or when traffic is heavy, the node speed 
may be zero, or it may be greater than 200 km/h. The communication system is uniquely challenged by 
these two extremes. The shared wireless communication window has a severely constrained range of sev-
eral hundred meters under conditions with inflated node velocity [9]. The initial tactic is to choose the 
cluster heads by identifying the vehicle nodes that travel the same route. The second step involves opti-
mizing the road particles together with their velocity coding rules, iteration laws, and fitness function for 
the fundamental routing optimization. Third, methods for greatly enhancing the performance of cluster 
and intra-cluster routing are suggested. 
4.2. Method of Movements 
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A very large number of mobile nodes (think of the number of cars) define a VANET. The nature of 
roads (highways, RSU, tiny streets) can make this high mobility somewhat required. The cars do not drive 
randomly; rather, they most likely drive along predetermined roads in two directions. Only at road cross-
ings do vehicles frequently shift directions irregularly. There are three different kinds of roads, such as 
motorways, rural roads, and city roads [10]. This article [11] offers a novel vehicle counting method for 
VANET development that has come to a standstill at a stop sign. The method is based on two messages: 
one that is sent from the originating unit (the RSU) to the trucks at the end of the waiting line, and the other 
that is sent back to the RSU from the end of the queue as a count of the number of vehicles. For this, the 
algorithm makes advantage of BEACON messages. Each vehicle is allowed to store a neighboring list of 
information gleaned from BEACON communications. 

Another project displayed in [12] presents a spectrum-aware versatility-based CR-VANET reactive 
routing technology. The suggested protocol chooses a reliable transmittal path from a source node to the 
destination while adapting to dynamic behavior. Consequently, the suggested methodology is described 
as a weighted graphic issue, where the weight of a border is determined using the NHDF parameter. The 
NHDF implicitly takes mobility patterns and channel availability into account while deciding on the ap-
propriate communication channel. 
4.3 Routing Problem 

Three primary routing techniques are used in VANETs, and the term "take forward" can be mixed. 
Three such algorithms are opportunistic forwarding, trajectory-based forwarding, and spatial forwarding. 
It might be called a hybrid approach because it blends two or more methods. In the research [15], a zoom 
out broadcast routing protocol is proposed for providing safety information to the driver at VANET. Zebra 
defines a front, a vehicle, and a rear vehicle based on a very simple approach that recommends the detec-
tion of messages for neighbors and makes incredibly clever use of one hop based on the distance and speed 
of the vehicles. 
4.4 Information Sharing 

Relaying and flooding are two delivery strategies to take into consideration in the event of a network 
or VANET system outage. High communication traffic is frequently the result of the flooding strategy. In 
order to avoid the transmission storm problem [13], this method's main challenge is to be implemented. 
To highlight privacy and protection, several projects have been carried out through VANET. Identification, 
verification, behavior prevention, location privacy, and the revocation of certificates were the main topics 
of discussion. In [14], it is necessary to create a system that can quickly retrieve details. Vehicle Ad-hoc 
Networks (VANET) must maintain a low level of delay. 
 
5. Types of communication:   
5.1 V2V (vehicle-to-vehicle): 

Vehicle to vehicle communique is most important motive for the performance of VANET programs 
in V2V conversation different automobiles are capable of send data amongst each other this switch of rec-
ords can be usable in many situations like in giving the notifications about the road situations to different 
vehicles on the road, sharing the records about sharp turns, visitors lighting and different type of that like 
blockage of traffic etc. Via this records car can take one of a kind selections about in giving the notifications 
about the road situations to different vehicles on the road, sharing the records about sharp turns, visitors 
lighting and different type of that like blockage of traffic etc. Via this records car can take one of a kind 
selections about the choice of road and lots of other things. So, in quick automobile to vehicle verbal ex-
change could make the driving a lot less difficult and more secure. The diagram under is displaying car to 
car communique. 

 
 
 

 
 

 

Figure 3. V2V Communication 
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5.2 V2I (vehicle-to-infrastructure):  
In this type of communication, the vehicles communicate with a central substructure like intelligent 

traffic system. This substructure is sometimes called as base stations these base stations provide infor-
mation to the vehicles about the road conditions like traffic jam construction work etc. these substructures 
can also be able to fetch information from the vehicle like vehicle license information and information like 
vehicle number plate etc. subsystems get this information form the onboard unit on the vehicles and also 
provide messages to the vehicle onto the on-board unit of the vehicle.  

 
 

 
 
 
 
 
 
 
 
 
 
 

Figure 4. V2ICommunication 
5.3 V2R (vehicle-to-Road side): 

Vehicles can interact with fixed infrastructure along the side of the road to provide user communica-
tion and information services in this sort of communication, as shown in fig. 5. VANET offers two primary 
benefits. It is inexpensive to deploy and operate, and users can use it without a subscription. VANET is 
essentially a cyber-physical system that allows communication between two geographically adjacent 
nodes. This has real-time safety applications as well as other uses. 

 
 
 
 
 
 
 
 
 
 
 
 

Figure 5. V2R Communication 

6. Application of Vehicular Ad Hoc Network (VANET)  
The application of VANET can be used for multiple purpose. The commonly used application of 

VANET are its safety application, besides safety application you will find its application in every other 
field of life like in business in technology in military in medical and many other fields. By taking all its 
applications into account its applications can be divided into two categories as described below:  
1. Safety Application 
2. Non Safety Application 
6.1. Safety Application 

As far as safety application of VANET are concerned the main goal of these applications is to safe the 
drivers and travels life by providing him different information about road and traffic so that he drives in a 
more secure and reliable manner. In safety application there are two forms of communication that are 
utilized: Vehicle to Vehicle (V2V) and Vehicle to Infrastructure (V2I). In Vehicle to Vehicle communication 
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the vehicles communicate with each other and share different sort of data, which helps them to drive safely 
and in vehicle to infrastructure mode vehicles communicate with the central base station to get data. The 
road safety application can be define as: 
6.1.1. Actual-Time Visitors: 

The real-time traffic information may be stored at the RSU and accessed by cars whenever and wher-
ever they want. This may play a crucial role in resolving issues like traffic jams caused by visitors, prevent-
ing congestion, and providing emergency signals for things like accidents and so on. 
Collaborative Message transfer: Gradually or stopped vehicles will exchange messages and work together 
to assist other vehicles. It may automate things like emergency braking to prevent capability injury, even 
if latency and reliability may be the main challenges. A digital emergency brake light might also be any 
other kind of utility. 

Public Accident Notice: When a vehicle is engaged in an accident, it may transmit alerts about its 
location to following motor vehicles so that they may make decisions quickly. It may also transmit alerts 
to the highway patrol for a two-way guidance, as seen in. 

Boulevard A vehicle informing other cars of a landslip on a street or telling records of an avenue's 
feature, such as a curve or an unexpected downhill, is known as a chance control notice.Drivers are shown 
below the crash route using cooperative collision cranes, allowing them to correct their approaches [16]. 

Website visitors' alertness: The cameras may be connected to the RSU so they can function as input 
and operate as a result of the cutting-edge apparatus. With regard to utilizing offences, there is a low-
tolerance marketing campaign [17]. 
6.1.2. Blind Spot Vehicle 

While driving a vehicle sometimes drivers come in such a position through which it is nearly impos-
sible for the driver to see the vehicles behind him this type of position is usually refer to as blind spot.V2V 
communication helps the driver to observe the vehicles nearby him even in the driver’s blind spot position 
by providing him a notification. Let’s take a simple example to understand this concept, for example driver 
wants switch his lane but he is in his blind spot means the vehicle behind him is not visible to him so in 
this case the notification provided by the V2V communication about the vehicle that is behind him is a 
great help in minimizing the chances of an accident. 
6.1.3. Lane Change Warning    

V2V communication provides aid to the driver when he wants to change his lane. For example, if 
driver is traveling in lane A and he want to switch his lane from lane A to lane B so this application in this 
case will provide a notification to the driver that weather some other vehicle who is traveling in same 
manner as this vehicle coming from the back or not in this manner V2V communication will predict that 
another vehicle shortly occupy the way which you want to take so a warning notification will be received 
by the driver that do not change your lane because it is not advisable at the moment. 
6.1.4. Forward Collision Warning   

V2V communication provide a great deal in situations like saving a driver from a backside crash in 
everyday life there are situation where we need to reduce our speed or need to completely stop our vehicle 
immediately if something appears in front of our car. Let’s take an example to understand this concept for 
instance a vehicle is moving very fast and there is a slope ahead this vehicle and then there is another 
vehicle so this vehicle which is at the front will sends the data to the vehicle behind the slope and this 
vehicle will now generate a notification for the vehicles behind him that I am going so slow down my 
speed! So in this way it can save this vehicle can skip the accident consider another example in this case a 
vehicle run out of gas in the middle of the way not there are two more vehicles behind this vehicle the 
vehicle at the last will not able to see that the vehicle at the front will run short of gas only the vehicle in 
between can see the vehicle at the front so the vehicle at the center tell the vehicle at the back to reduce the 
speed, so in this way V2V communication will able to save the accident. 
6.1.5. Do Not Pass Warning 

This application will make sure that the driver of the vehicle will not ignore the alerts issued by this 
application. If driver ignores such notification, then there will be serious problems and this application 
provides aid in such type of situations.   

For example, if driver ignore the warning that the other vehicles are in its zone and do not cross the 
road right know then for at the same time if other vehicles search about traffic in their zone, they will be 
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guided accordingly that the vehicle ahead is trying to cross, so a notification at this point is raised to pro-
vide aid to driver. 
6.1.6. Left Turn Help   

This application will provide help to the driver in deciding when he wants to take a left turn this 
application will guide him that it is not the right time to take a left turn. Let’s assume a situation in which 
driver is moving toward the interesting point and then suddenly he tries to take a left lane before taking a 
left turn from the intersection point so in this scenario the driver will be provided with an alert. 

This alert will tell the driver that changing the lane is not the best of your interests because the heavy 
traffic is approaching from the back and changing the lane right know may leads towards the accident 
when the traffic at the back will clear and its suitable taking a turn this alert warning will suddenly fade 
away.  
6.1.7. Real Time Traffic     

This application provides aid by telling the driver the ongoing traffic situations. The present situation 
of the traffic is stored in road side units sometimes called as RSU, and then this information is readily 
available to the vehicle at any point. So, this information provided a key role in saving the accidents onto 
the roads this information not only provide help in saving the accidents but also provide aid in different 
situation like planning which road has le traffic and suitable to choose, information about parking lots, 
maintaining distance from other traffic on the road and get guidance about the blockages on the road. 
6.1.8. Collaborative Message Transfer 

Through the use of this application the vehicles that got stuck in traffic or get stopped onto road due 
to some other problem will help the other vehicle by passing a notification to them it also provides alerts 
in situation like when to apply breaks and electronic break lights. So, in short collaborative message trans-
fer will serve as the real helping tool to overcome many road accidents that can caused due to negligence 
and violence.   
6.2. Non-Safety Application of VANET 

Non-safety applications of VANET can also be divided into following subclasses like traffic accom-
modation and proficiency applications infotainment applications, and solace/amusement applications. All 
these applications do not require any vehicle to vehicle collaboration. The Development of such type of 
application has been raised during the past few years. Convenience and proficiency applications provide 
valuable data to both the driver and the traveler like the information about the nearest hotels, climate in-
formation and other road information. Infotainment applications provided entertainment to the user in 
form of online games and media access. 

 
 
 
 
 
 
 
 
 
 
 

 
Figure 6. Applications of VANET 

 
7. Different Types of Routing Protocols  

Four methods of delivering the information source to the destination are available: geocast, multicast, 
broadcast, and unicast. We are now going to define the route as follows: 
7.1 Unicast Routing Protocols 

Transmission from an unmarried sender to a single recipient is referred to as unicast. The sender and 
recipient are communicating point-to-point. The process of forwarding unicasted site visits from a source 
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to a destination on an internetwork is known as unicast routing. Unicasted guests are going to a special 
address. It is essential to have a solid foundation in unicast routing principles in order to understand the 
specifics of routing protocols, such as Routing facts Protocol (RIP) and Open Shortest route First (OSPF), 
and how they are implemented in Windows NT Server version 4.0 with the Routing and remote access 
service. This whitepaper provides an introduction of protocol-unbiased unicast routing concepts since 
Windows NT, together with the Routing and remote access provider (RRAS), is an open platform that 
could theoretically host any internetworking protocol and routing protocol. When appropriate, the in-
stance protocols are Internet Protocol (IP) and Internetwork Packet Alternate (IPX). 
7.2 Broadcast Routing Protocols 

On any network, routers do not assist in routing and forwarding broadcast packets. A broadcast do-
main is created by a router. In some unique circumstances, however, it might be set up to announce ahead 
of time. Every device in the community will get a published message. Internetwork Packet Exchange (IPX) 
protocol is utilized as the instance protocol when appropriate. Broadcast routing may be implemented 
using several ways (rule sets). 

A router generates a facts packet and then delivers it, one host at a time, to each of them. The router 
in this case duplicates a single information packet several times with unique destination addresses. All 
packets are sent unicast, but because they are forwarded to every recipient, it seems as though the router 
is broadcasting. This approach uses a lot of bandwidth, and the router has to know the destination address 
of each node. Second, when a router receives a packet that has to be broadcast, it really floods every inter-
face with that message. Every router has the same internal configuration. 
7.2.1 Density-Aware Reliable Broadcasting Protocol (DECA) 

Using beacon messages, DECA, a density-aware protocol, learns about its surrounding nodes and 
calculates the percentage of Facts that separates them. The store and forward transmission strategy is em-
ployed by this dependable broadcast technology. When a node announces a packet, it first selects a subse-
quent hop to rebroadcast the packet; this selection is made solely based on the quantity of node statistics, 
meaning the next hop node may be the node with the most density information. Following the selection of 
a subsequent hop, the node adds the next hop identity to the packet before broadcasting the packet. Non-
successful nodes are required to save the packet and initiate a waiting period. If the time elapses without 
a rebroadcast packet being obtained, they will utilise their own resources to rebroadcast the packet. In 
order to enable other nodes to determine which of its friends hasn't received the broadcasted packet and 
attempt to rebroadcast the packet to it, any nearby node that received the broadcasted packet will add its 
id to the Regular beacon [18]. In instance, the DECA protocol is more adaptable and performs well in a 
variety of community settings since it does not employ global positioning systems (such as GPS) in its 
methods [19]. However, periodic beaconing broadcast should be used to inform the public of a storm that 
is expected to cause congestion and lower overall performance. The community will also flood by utilizing 
Rebroadcast from nearby nodes if the readiness time expires without receiving any broadcasted packets. 
7.2.2 Position-Aware Reliable Broadcasting Protocol (POCA) 

POCA Similar to the DECA protocol, this one chooses which neighbor nodes to rebroadcast a packet 
to base on those nodes' roles; various unselected nodes store the packet and start a ready timer; when the 
timer expires and no rebroadcast is received, those unselected nodes rebroadcast the packet using their 
own resources. In order to get information on the locations, velocities, and connectivity status of neighbors, 
percent also rely on adaptive beaconing, which reduces beacon overhead. As a result, nodes can tell 
whether their friends have missed a few packets and rebroadcast to them. P.C. provided incredible de-
pendability at increased densities [20]. However, after the preparedness period ends, there will be a prob-
lem since the community would overflow. 
7.2.3 Distributed Vehicular Broadcast Protocol (DV-CAST) 

DV-solid is a multi-hop method printed routing system. According to this protocol, each node's video 
display units continuously indicate the status of its neighboring connection, if you would want to com-
municate with them. Together with: web page traffic status, connected kingdom of the neighboring nodes, 
light traffic, and regular traffic, DV-cast provides excellent teachings in accordance with several elements. 
It obtains information on the community topology by using the Beacon signals on a periodic basis. The 
node can rebroadcast with nodes that are changing in the same way, but only in a smaller number of the 
associated nodes. When neighboring nodes are disconnected, the supply node must employ the shop and 
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in advance strategy. It will hold the broadcasting packet until it locates every other node that has passed 
into its broadcast region; if no node is found, it will discard the packet when the packet life time has 
elapsed. Furthermore, the procedure. Enables the use of the flag parameter by community nodes to deter-
mine whether a packet is received earlier or not [21]. As the DV-forged technique reduces broadcasting 
overhead, it is appropriate for both moderate and high-traffic website scenarios. However, it could result 
in a quiet manipulation overhead and lengthen the statistics transmission's end-to-surrender time [22]. 
7.2.4 Distribution-Adaptive Distance with Channel Quality (DADCQ) 

With regard to large networks with high node distribution, DADCQ aims to provide a well-imple-
mented adaptive multihop broadcast protocol. By using positional statistics, it chooses which forwarding 
nodes to rebroadcast packets to. Rebroadcast selection works as follows: once a node receives a packet, it 
determines how far it is from the destination. If it is very near, it does not want to rebroadcast because it 
will no longer cover a wider area. The node must rebroadcast the packet, nevertheless, if this distance is 
very great. 
7.3 Multicast-Based Routing Protocol 

A special instance of broadcast routing, multicast routing has important distinctions and difficulties. 
Packets are sent to every node in broadcast routing, even if they do not wish them to. With multicast rout-
ing, on the other hand, only nodes that want to receive the packets receive the information. In VANETs, 
multicast routing may be divided into two groups: cluster-based total routing and geocast. More specific 
examples of each splendour may be found in the following Section. 
7.3.1 Geocast-Based Routing Protocol 

The Geocast routing protocol is a type of multicast routing technology that works by distributing 
packets from a source to a specific group of destinations. According to a few papers [23], [24], Geocast 
routing is actually a multicast position-based routing. Within VANETs, a single vehicle can send a packet 
to every other vehicle within the designated sector of relevance (ZOR) by using the Geocast routing proto-
col, which is a multicast service [25]. Nodes are components of a One ZOR group if they are situated in the 
same or a particular geographic area. When a node moves outside of the specified geographic area, its 
membership is altered, and the packet is dropped in this scenario. 

Cars at this position are said to be in a quarter of forwarding (ZOF), which is the area where additional 
ZOR cars should receive the packets. With a highly dynamic architecture, ZOF hopes to achieve dependa-
ble packet transportation. To handle changes in the community, it periodically retransmits. Due to network 
disconnection, packet transfer is delayed with Geocast, which is its lone drawback. Geo solid routing pro-
tocols are available in a style that has been proposed. 
7.3.2 Cluster-Based Routing Protocol 

This protocol separates the network into clusters, each of which consists of nodes with similar prop-
erties, such as the same path or velocity, among others. There is a cluster leader for each cluster, and their 
job is to oversee internal and external verbal communication processes. Networks are given a digital infra-
structure when nodes within the cluster interact with one another directly, while communication between 
nodes outside the cluster is completed via the cluster header. Although it may increase network overhead 
and cause delays in somewhat dynamic networks, this method can offer great scalability for large networks 
[26], [27]. 
 
8. Comparison of Excessive-Speed Wi-Fi Communique Technology for Vehicular Networks 

Researchers used to advice, support, and assess a number of high-speed Wi-Fi access points and re-
quirements for usage in VANET connection [28] [29] (see desk III). Technologies and air interface protocols 
that can provide fast-talking in car environments are some of the ones being considered for VANETs at the 
moment.  
8.1 Access of Unified Wireless Network 

The largest attempts to unify the many current Wireless Access technologies have been completed by 
the International Standards Organization Technical Committee (ISO-TC 204 WG16). The vehicle discussion 
general that is produced via the Unification approach Known as the Continuous Air Interface for Long and 
Medium Variety (CALM M5) [30]. Building upon the framework of IEEE 802.11p with assistance for mobile 
technology, as previously mentioned, CALM M5 integrated a number of related air interface protocols and 
characteristics. Through enhanced capacity, flexibility, and redundancy in packet transmission and 
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reception, these objectives combined with a single, unified popular should provide improved vehicular 
community performance. 
8.2 Spectrum Allocation Issues in VANET 

By applying this technology to non-protection-related (industrial and consolation) programs in a va-
riety of bands, such as the 5.8GHz IRM band or the 5GHz RLAN, supplementary spectrum may be sup-
plied [20]. The 5.9GHz spectrum is now reserved for army radar infrastructure and desk-bound satellite 
television for PC services. The European fee Car2Car CC has suggested a spinoff of the FCC method as a 
continuous spectrum of the usage FCC officially allotted 75.5 MHz in DSRC band isn't always available in 
Europe. An additional spectrum at either within the 5 GHz Of RLAN band or inside the 5.8 GHz IRM band 
for non-protection (or infotainment) packages is recommended by the inspiration. Two x 10 MHz is allo-
cated for primary utilization of time-touchy Safety programs at the 5.9 GHz variety (five.875 - five.925 
GHz). The second proposed 10 MHz channel should be located in the upper part of the Industrial, medical 
and clinical (ISM) band (five.865 - 5.875 GHz) to provide for radio-vicinity services underneath Five.85 
GHz, according to the quick range device preservation group (SRD/MG) of the European Conference of 
Postal and Telecommunications Administrations (CEPT) and digital conversation Commission (ECC). 
8.3 Broadcasting of Message Problem in VANET 

Researchers studying car wireless networking do so in part due to its affordability and in part because 
to its support for massive data packet capacities. Consequently, a large number of scholars have considered 
a wide range of broadcasting processes and strategies. These methods include digital carrier solutions with 
both limited and unlimited bandwidth as well as satellite broadcasting solutions that currently integrate 
real-time visitor information Offerings [32]. The broadcast Typhoon problem is connected to broadcasting 
strategies [33]. Lowering the message broadcast range, especially to the point of interest, can eliminate or 
minimize this trouble and save unnecessary community overhead. The term "area conscious broadcasting" 
describes this concept. The clustering strategy is another technique that has shown promise. In this manner, 
nearby cell cars form clusters, which are believable groups that restrict the message broadcasting range. 
Several cluster-based VANET broadcasting protocols have been suggested, as demonstrated in the follow-
ing cases: [34] [35]. Delivering efficacy is a challenging goal in scenarios with high car density. Not only 
does the proposed NJL Scheme no longer enhance the percentage of informed vehicles through message 
broadcasting, but it also reduces the total number of messages by up to 46.73% [36]. Additional research 
using Sanguesa et al. [37], a real-Time Adaptive Dissemination (RTAD) scheme for VANETs, awesome 
protocols in [38], track Detection (change) and Distance Defer Transmission (DDT) protocols, Optimized 
Dissemination of Alarm Messages (ODAM) [39], clever Broadcast set of rules (SBA) [40], contention Based 
totally Dissemination (CBD) [41], Time Reservation-based totally Relay Node selecting algorithm (TRRS) 
and enhanced TRRS (ETRRS) [42], city Multi-hop Protocol (UMB) [43], BROAD The methods used to en-
sure that there is an excessive proportion of competent vehicles (retransmissions/rebroadcasting), redun-
dancy, delay, delivery price, and memory need are the following criteria that are employed in our compar-
ison. 
8.4 Ad Hoc Routing Protocols of VANET 

Following numerous outstanding research surveys [47] [48], a great deal of study has been done on 
the applicability of MANET routing protocols in VANETs. In contrast, MANET protocols are misapplied 
for vehicular communications due to prevalent network partitioning (intermittent community connection) 
caused by relatively dynamic topology and excessive mobility in VANET. Furthermore, VANET cannot 
maintain the assumptions made in MANET Routing, which state that intermediary nodes between supply 
and tour spots can always be identified and that network connectivity may be installed in order to avoid 
it. The efficiency of conventional ad hoc routing and MANET protocols for VANET setups has been the 
subject of several further modern studies. For vehicular community conditions, Xiong and Li [49] provided 
common performance assessment and evaluation of several conventional ad-hoc routing answers along 
with ad hoc On-name for Distance Vector (AODV), Dynamic supply Routing (DSR), and Tour spot-Se-
quenced Distance-Vector Routing (DSDV) Protocols. The authors concluded that in VANET events, those 
MANET methods aren't very effective. 

The outcomes of their simulated studies Furthermore, it was established that the traditional MANET 
protocols increase routing load across the vehicular network, lowering the overall packet transit ratio 
(PDR) and raising community end-to-surrender disposal. The Optimised Link Nation Routing (OLSR) and 
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AODV protocols were subjected to a Trendy overall performance assessment by Manvi et al. [50] using a 
uniform distribution to produce a Node motion sample. Haemi and associates [51]. 
 
9. Conclusion and Future Work  

VANET is an emerging MANET industry. This research aimed to present an overview of vehicular 
ad hoc networks, or VANETs, as well as its purpose, features, and routing problem, with a focus on vehicle-
to-vehicle (V2V) communication. Shorter, healthier, and more enjoyable travel times are the main goals of 
VANET. We looked at the main research issues in this work that need to be considered while designing 
VANET protocols and applications that are affordable. An overview of vehicular ad hoc networks 
(VANETs) was given in this research along with an illustration of their rationale and characteristics, as well 
as two categories of VANET routing protocols that have recently surfaced. Potential directions for future 
study might include improving the protocols and algorithms required for various VANET applications. 
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